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Part A Fundamental Information Technology Studies (4 credit points) 

Part B Introductory Cyber Security Studies (4 credit points) 

Part C Mastery Cyber Security Studies (8 credit points) 
 

1.5 years full time (3 years part time) - 12 credit points (For students entering from a related Bachelor’s degree; or Bachelor’s degree in any 
discipline plus two years relevant work experience; or a Graduate Certificate or Graduate Diploma in the same discipline) 

 

STP050 Academic Integrity - (0-credit point compulsory unit) 
 

YEAR 

1 
Year: 
Year 

 
Trimester 1 

    

 
Trimester 2 

SIT716 Computer Networks 
and Security 

SIT740 Research and 
Development in Information 
Technology 

SIT719 Analytics for Security 
and Privacy 

Level 7 SIT Elective 

 
Trimester 3* 

    

   SIT704 Advanced Topics in   

YEAR Trimester 1 SIT763 Cyber Security 
Management 

Digital Security MIS782 Value of Information SIT764 Team Project (A) – 
Project Management and 
Practices~ 

2      

 
Trimester 2 

Level 7 SIT Elective 
 

SIT703 Advanced Digital 
Forensics 

SIT735 Communications 
Network Security 

SIT782 Team Project (B) – 
Execution and Delivery 

Year:  
     

Year Trimester 3* 

 
 
 

1 year full time (2 years part time) - 8 credit points (For students entering from a related Bachelor’s degree (usually 4 year AQF level 8); or 
Bachelor’s degree in a related discipline plus two years relevant work experience; or a Graduate Certificate or Graduate Diploma in the same 
discipline) 

 

STP050 Academic Integrity - (0-credit point compulsory unit) 
 

YEAR 

1 
Year: 
Year 

 
Trimester 1 

    

 
Trimester 2 

SIT764 Team Project (A) – 
Project Management and 
Practices~ 

SIT740 Research and 
Development in Information 
Technology 

SIT735 Communications 
Network Security 

SIT703 Advanced Digital 
Forensics 

 
Trimester 3* 

    

 
 

YEAR 

2 
Year: 
Year 

 
Trimester 1 

SIT782 Team Project (B) – 
Execution and Delivery 

 
Level 7 SIT Elective 

SIT704 Advanced Topics in 
Digital Security 

 
Level 7 SIT Elective 

 
Trimester 2 

    

 
Trimester 3* 

    

~ Note: Students are expected to undertake SIT764 and SIT782 in consecutive trimesters. Students should seek advice from the unit chair if they are unable to complete SIT764 and SIT782 
consecutively. 

* Trimester 3 is optional. 
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S734 Course Rules 

To complete the Master of Cyber Security, you will complete 8, 12 or 16 credit points, depending on your prior experience. 

The course is structured in three parts: 
 

• Part A. Fundamental Information Technology Studies (4 credit points), 

• Part B. Introductory Cyber Security Studies (4 credit points), and 

• Part C. Mastery Cyber Security Studies (8 credit points). 
 
 

Depending upon prior qualifications and/or experience, you may receive credit for Parts A and B. 
 

Note: If you are eligible for credit for prior studies you may elect not to receive the credit. 
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